
Banking cyber-technologies and digital currencies.
Jurisdictions and Market sanctions within the crypto sphere.
Ever since we’ve entered the 3rd decade of the 21st century, it became progressively more evident that digital-currencies, assets and other forms of cyber-technologies will take a significant effect on our day-to-day lives. In this speech I will try to explain incoming crypto legislation and give some facts and opinions about it . Most of the information discussed is very new, so a lot of my statements and assumptions are based on Patrick Hansen’s presentation of the topic. Patrick is a EU Strategy & Policy adviser at Circle (a large stable coin issuer) who shares his opinions on the crypto legislation in Europe publicly. So, it’s important to understand that there may be implicit biases within my analysis.
To begin with with, I should outline that there are two types of crypto regulations — those seeking regulatory clarity for industrial investors, such as the MiCA bill I’m about to discuss, and those seeking total transaction information control, such as the infamous ‘travel rule’ proposed by the Financial Action Task Force (FATF). Technically, they are not related, but it is useful to look at them as coinciding legislation. 
Markets in Crypto assets bill
On the 21st of September 2022 the ‘Markets in Crypto Assets’ or  MiCA bill was leaked. This bill, once it becomes law, will fully determine crypto regulation within the EU. The bill is over 1000 pages long, and it became public very recently, so in reality there is a very small group of people who are actually closely familiar with the context of the bill. It is very difficult to differentiate between this version of the bill, and the draft previously released in Mach. So in reality, MiCA may actualise in slightly different ways; however, the bill provides some really useful insight regarding incoming crypto-regulations, be they good or terrible, and some important definitions we should outline.  MiCA outlines 3 types of crypto assets: Utility tokens, Asset Reference Tokens and E-Money Tokens’s.
The term ‘Asset Reference Token’ is used no less than 3000 times in the final MiCA draft, for reference that is half the times the term ‘ E-Money Token’ is used.  Meanwhile, the term ‘Utility Token’ is only used 72 times, which is quite an interesting statistic in my opinion. 
To avoid confusion, Utility tokens are all crypto assets that are not ART’s or EMT’s, they are the tokens that provide some utility based on their prior characteristics such as the structure of their blockchain. This category includes all ERC-20 tokens, so any currency or token based on etherium blockchain, and of course, the father of all crypto — Bitcoin itself. Any project that provides utility tokens and wants to do an Initial Coin Offering (ICO) or get listed on crypto exchanges needs, to get registered with the regulators.
Unfortunately the simplest way to explain ART’s is to call them decentralised stablecoins, collateralised by set of disclosed assets.That means, that decentralised stablecoin issuers don’t have much control over the stablecoin, it’s market capitalisation and price; a good example of such stablecoin would be (DAI) stablecoin, that is collateralised by etherium, bitcoin, some S&P stocks, and other. A very detailed set of rules for decentralised stablecoin issuers in the MiCA bill is between pages 62 to 72. On page 256, the authors specify that whitepapers for ART’s have to have 3 distinct disclaimers —
1) ART can go to zero
2) ART may not always be transferable 
3) ART may not always be liquid. [1] 
EMT’s, on the other hand, are centralised stablecoins like Coinbase’s USDC.
They are subjected to very similar regulation as ART’s, however to a much lesser scrutiny. Which suggests that centralised stablecoin issuers don’t want any competition with their decentralised counterparts, and are trying to make an impact on the legislation through lobbying attempts.[2] 
MiCA bill will become law as soon as it gets approved in early 2023, but most of it’s regulations will come into affect in mid-to-late 2024, which coincides with the next Bitcoin halving cycle. This makes me think that this bill is going to be very bullish for the crypto sphere, as industrial investors will have full clarity over the asset classification, making crypto a more predictable asset class. Smart money likes predictability, thus the MiCA bill will further stimulate investment into crypto.
Financial Action Task Force guidelines [4] 
Financial Action Task Force or FATF was created by the G7 countries, on their annual meeting in 1989. Today FATF consists of over 40 countries and 30 different organisations Including The World Bank, International Monetary Fund and the United Nations. Originally, it was intended to prevent International money laundering, however after the 9/11 attacks, it also added ‘fighting global terror’ as one of it’s priorities, and ‘preventing funding for weapons of mass destruction’ in 2012 after civil unrest in the Middle East.
Following Facebook’s attempt at creating its LIbra stablecoin in 2017, FATF adopted “an open ended mandate”[3] in 2019. This mandate is to “combat any threats to the integrity of the international financial system” . Considering the implicit goal of crypto is to replace the international financial system, it is not surprising that FATF is often seen as a ‘crypto-killer’ organisation. A few months after the new mandate, FATF decreed that all virtual asset service providers (VASPs) must collect KYC data on all their users, as per ‘the travel rule.’ The travel rule requires any that any sender and recipient in any transaction must be identified, if the transaction is above a certain threshold — allegedly for anti-money laundering purposes.[3] FATF gave approximately 1 year for all countries to comply with these guidelines. 
Why are these guidelines so important? — Because those counties that don’t comply will appear on the FATF grey list, or even worst the FATF blacklist; which makes interacting with the global financial system very difficult. Currently there are only 2 countries on the black list: North Korea and Iran. “While, under international law, the FATF Blacklist carries with it no formal sanction, in reality, jurisdictions placed on the FATF Blacklist often face intense financial pressure.”[5] Hence, FATF recommendations may supersede national law, therefore braking the democratic process, in the meanwhile.
El Salvador’s decision to adopt Bitcoin as it’s national currency has really put it at odds with the FATF and the IMF, it has lead to El Salvador being denied loans, and potentially they could be cut from the global financial system entirely, in some form or another.
This, in addition to a multitude of other reasons, makes me think that FATF crypto guidelines are a very bad piece of legislation, because they are  aimed at maintaining the current flawed system as it is. In my opinion Crypto-currency is the best alternative to commercial and even central banks, due to  the privacy, stability and accuracy it provides. Traditional financial institutions don’t want any competition with the newer, more superior financial tools like de-fi, hence it is clear — why there is a coordinated effort to kill crypto before it gains too much traction. 
The good news is — Bitcoin as an asset class is unkillable. The blockchain technology, which revolutionised privacy within finance — is infallible, thus Bitcoin will always exist regardless of any legislation, regulation or anything else for that matter. If there is even at least one computer in the world that contains Bitcoin blockchain, it will continue existing. That’s why I believe that crypto-currencies, will bring a new way, for the future.
Thank you for listening.
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